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1
Introduction

1.1
This is an agreement between the Partners listed at section 3, to share information for the purpose of joined up multi-agency responses to incidents of modern slavery in relation to locations, perpetrators or potential victims. Actions deriving from any information shared will deliver against the Derby & Derbyshire Modern Slavery Action Plan and the Governments Modern Slavery Strategy - Pursue, Protect, Prevent and Prepare framework.
1.2
The Modern Slavery Partnership has been established in response to growing 
intelligence of the crime, joint operations, the governments Modern Slavery 
Strategy, the Modern Slavery Act 2015 and the Independent Anti-Slavery 
Commissioners Strategic Plan 2015–2017. These arrangements of this 
partnership aim to unite the work of a range of agencies under the Derby 
Community Safety Plan, seeking ultimately to minimize any potential risks to 
individuals and communities.

1.3
Modern slavery encompasses slavery, servitude, forced and compulsory 
labour and human trafficking. Traffickers and slave drivers coerce, deceive 
and force individuals against their will into a life of abuse, servitude and 
inhumane treatment. A large number of active organised crime groups are 
involved in modern slavery. But it is also committed by individual opportunistic 
perpetrators. There are three essential elements, (economic) exploitation; the 
lack of human right and control of one person over another, by the prospect 
or reality of violence.

1.4
Victims of modern slavery are not consenting and are subject to continual 
exploitation. The exploitation of these victims can take many forms:

· Sexual exploitation

· Victims are often forced into prostitution, escort work or pornography.

· Domestic servitude

· Domestic servitude involves trafficking individuals for the purpose of working as a household servant and it is often perpetrated by individuals or families. Victims are forced to carry out housework and domestic chores in private households with little or no pay and often restricted movement, very limited or no free time and minimal privacy, in addition to often being forced to sleep where they work. As it takes place in private households it is a deeply hidden form of exploitation. 

· Forced labour

· Victims are forced to work against their will, often working very long hours for little or no pay in dire conditions and under verbal or physical threats of violence to them or their families. 

· Criminality

· Victims are also forced to commit crime, such as pick-pocketing, benefit fraud, shop-lifting, cannabis cultivation and drug trafficking.

· Organ Harvesting

· Traffickers force or deceive victims into selling an organ but are paid less than promised if at all or are treated for a fabricated, non-existent ailment, resulting in the removal of organs without the victim’s knowledge.

2
Information Sharing
2.1
This agreement has been created in accordance with the framework and 
principles set out in the Derbyshire Partnership Forum Information Sharing 
Protocol.

2.2
Information and concerns regarding Modern Slavery can originate in a number of ways, including but not limited to the following:
· Through the exercise of an agencies duties and powers

· Potential victims self-identifying and requesting support

· From concerned members of the public or community and voluntary settings where potential victims may present
2.3
Within Derby and Derbyshire, Operation Wilberforce has been established as the police intelligence and engagement team to: 
· Identify, prosecute and prevent offenders, using all powers available - civil and criminal 

· Identify, disrupt and dismantle Organised Crime Groups involved in Modern Slavery   
2.4
It is anticipated that the majority of reports and information will be submitted to Operation Wilberforce for action in the first instance. However, this does not preclude any agency with a statutory power, from the leading of an investigation or the gathering of information. 
2.5
To expedite the gathering of information and/or the development of an operational response, the lead body will evaluate the information received and request additional information across the partners listed at Section 3, using the form at Appendix 2 Modern Slavery Personal Information Request
2.6
All partners will respond to this request and supply any known information to enable the most appropriate action and intervention to be developed and implemented under Pursue, Prevent, Protect and Prepare.
2.7
Relevant partners will convene to agree an appropriate response. Acknowledging and acceding to any, or all, statutory powers, duties or obligations and in cognisance of any local arrangements for victim support. As illustrated in Appendix 2a Tactical Response Process.
3
Partners
· Department for Work and Pensions

· Fraud and Error Service

· Derby City Council
· Community Safety & Integration Service - Single Point of Contact – specifically, but not limited to:

· Environment and Regulatory Services
· Benefits & Exchequer Services  
· Planning

· Adults Social Care Services
· Early Help and Children’s Safeguarding

· Learning and Skills

· Licensing
· Derbyshire Constabulary
· Derbyshire County Council
· Community Safety – Single Point of Contact - specifically, but not limited to:

· Environment and Regulatory Services

· Benefits & Exchequer Services  

· Planning

· Adults Social Care Services

· Children and Younger Adults
· Learning and Skills 

· Licensing
· Derbyshire Fire and Rescue Service
· Derbyshire Healthcare NHS  Foundation Trust
· Derbyshire Probation Trust
· Gangmasters & Labour Abuse Authority
· HM Revenue & Customs
· Home Office
· Immigration Enforcement
· National Crime Agency
3.1

It will be the responsibility of each organisation that is a signatory, to internally make sure that they:
· have realistic expectations from the outset

· maintain ethical standards

· have a process by which the flow of information can be controlled

· provide appropriate training
· have adequate arrangements to test compliance with the agreement

· meet Data Protection and other relevant legislative requirements. 

4
Purpose of this information sharing agreement

4.1
The purpose of this agreement is to identify the arrangements under which Partner agencies will share information to develop and implement effective responses to deal with incidents of and risks of modern slavery.
4.2
In order to develop the most effective responses it will be necessary for Partner agencies to share personal and sensitive data relating to those individuals involved, either as perpetrators or potential victims. 
4.3

The specific purposes of sharing information are to:

1. identify those individuals who present a serious risk of harm to individuals and communities;

2. identify potential victims of Modern Slavery;

3. share information in relation to criminal activity, specifically, but not limited to all forms of exploitation

4. sensitively map vulnerable individuals, businesses and offenders and share information on locations, relationships, needs and concerns;

5. make sure of a joined up multi-agency response to incidents of modern slavery and make sure coordinated responses are made in relation to:
a. enforcement

b. protection

c. disruption
6. ensure vulnerable individuals are referred to the appropriate service and/or agency responsible for meeting their needs

7. make sure the assessment of the risks they present are accurate; 

8. enable the most appropriate action and intervention to be developed and implemented; See Appendix 2 Tactical Response Process.
a. Actions under Pursue and Prevent are intended to reduce the threat from modern slavery crime through disruption and deterrence. 

b. Actions taken under Protect and Prepare are intended to reduce overall vulnerability to modern slavery, through protecting vulnerable people, raising awareness and resilience and improving victim identification and support.
5
The type and extent of information to be shared

5.1
Personal Information

A key element of effective public protection and Safeguarding practice is the sharing of accurate, relevant and up to date information, between agencies, that can be used to effectively identify, assess and manage the risk to communities or individual persons. It is recognised that for the purposes of this agreement and to enable effective service provision to be delivered, it is necessary for all parties to share information, which constitutes ‘personal data’ and ‘sensitive personal data’ regulated under the Data Protection Act 1998
5.2

The type and Extent of Information to be Shared

In compliance with the legislative principles listed at 5.4.1; Partners to this agreement will be requested to respond to requests with any information they hold about the identified individuals and that may be relevant to the purpose of this agreement in order to:

· establish the identity of individuals involved or their alias names and associates
· confirm places of residence or business

· establish their involvement in criminal activity;

· establish the whereabouts of and recovery of assets.

· identify previously unknown associates who may be involved in the criminal activity.

· initiate financial investigations leading to the recovery of assets

· work in effective partnership by proactively using all available tools and enforcement powers to disrupt criminal activity.

5.3

How data will be shared

Derbyshire Constabulary will make requests for the disclosure of information through the specified representatives of the partners to this agreement.

Derbyshire Constabulary expect that partners will treat requests for disclosure confidentially, and will limit access to Police information to only those professionals who need to know in order to achieve the purpose.

Derbyshire Constabulary will collate responses from the partners and may subsequently make specific disclosures to specified partners in order that appropriate actions can be considered.

Fair and Lawful Processing
5.4
The information exchanged within this information sharing agreement must 

· Have lawful authority

· Be necessary

· Be proportionate 

· Be accurate 

5.4.1
Lawful Authority

Each agency (or body acting on behalf of such agency) sharing information 
must have a prima facie statutory or common law duty to do so. 

Information without consent may be disclosed under the following 
provisions:-

· Section 115 of the Crime and Disorder Act 1998

· Section 29(3), Data Protection Act 1998 
· Section 35, Data Protection Act 1998
· The Children’s Act 1989 and 2004
· Section 54A of the Modern Slavery Act 2015
See Appendix 3 Fair and Lawful Processing for explanations.

5.4.2

Necessity

The information will only be exchanged where necessary for the purpose of properly assessing and managing the responses to incidents of Modern Slavery.

5.4.3

Proportionality

The partners to this agreement acknowledge that where the Police are investigating individuals who are linked to Modern Slavery, they may request information under their common law powers that might assist their enquiries. Partner agencies would be expected to co-operate with such requests, in the same way as they would normally do with any other police investigation.
6
Conditions of Use of the information

6.1
Personal data obtained under this agreement may only be used for the agreed purpose set out at Section 2 above and must not be further processed in any manner incompatible with the identified purpose(s).

6.2
No secondary use or other use may be made unless the consent of the disclosing Partner is sought and granted.

6.3
The data must be treated as private and confidential and will not be divulged or communicated to any third parties without the written consent of the Partner that provided the information.

6.4
Access to the data will be restricted to those employees of the Partners as approved by the nominated representative of each Partner to the agreement.
7
Data Quality

7.1. 
Information shared must be fit for purpose, which means that it must be adequate, relevant and not contain excessive detail which is beyond that required for the agreed purpose.

7.2
Information discovered to be inaccurate, out-of-date or inadequate for the purpose should be notified to the Data Controller who will be responsible for correcting the data and notifying all other recipients of the information who must make sure the correction is made.

7.3
No secondary use or other use may be made unless the consent of the disclosing party to that secondary use is sought and granted.

8
Information Retention, Review and Disposal 

8.1
It will be the responsibility of each agency to make sure that any data held about individuals for the purposes of Modern Slavery, are held in accordance with their own legal or procedural requirements. E.g. Derby City Council Adult Social Care Service Users – Files and Records - Destroy 5 years after death or ceasing to be registered.
9
Information Security 

9.1
The partners to this agreement acknowledge the security requirements of the Data Protection Act 1998 applicable to the processing of the information subject to this agreement.

9.2
Each partner will make sure they take appropriate technical and organisational measures against unauthorised or unlawful processing of personal data and against accidental loss or destruction of, or damage to, personal data.  

9.3
In particular, each partner must make sure they have procedures in place to do everything reasonable to:

· make accidental compromise or damage unlikely during storage, handling, use, processing transmission or transport

· deter deliberate compromise or opportunist attack 

· dispose of or destroy the data in a way that makes reconstruction unlikely
· promote discretion to avoid unauthorised access.

9.4
Access to information subject to this agreement will only be granted to those professionals who ‘need to know’ to effectively discharge their duties.

9.5

Additional arrangements

· Information will be transferred electronically via an approved secure E-mail connection, for example gsi, pnn cjsm.net.  Please check with designated Information Security staff for advice. See Appendix 4 Secure Data Sharing
· In cases where information is being exchanged by telephone the person giving the information will always check the identity of the person receiving the information by making the phone call via an agency switchboard or recognised contact details.

10
Complaints and breaches 

10.1

All complaints or breaches relative to this agreement will be notified to the     designated Data Protection Manager of the relevant organisation within 24 hours of the applicable agency being aware of the breach 
10.2

Lead Officers or alerted signatories will make sure that in the event of:-

· any breach of an agreement their Data Controller is informed and the cases are reviewed in light of the circumstances of the breach

· in case of an internal discipline, the Data Protection Managers will review procedures and circumstances coming to light from the discipline

· security incidents involving case file data shall be subject of a review by the relevant partner agency in accordance with their own processes and procedures.
· in the case of an equipment malfunction the lead officer will inform the signatories and will arrange an alternative form of exchange until repair.  

11
Indemnity

11.1
Each partner to this Agreement will undertake to indemnify the other against any legal action arising from any breach of this Agreement by any person working for or on behalf of that organisation.

12
Subject access requests

12.1  
Any person receiving a request for information under the provisions of the Data Protection Act 1998 or Freedom of Information Act 2000 must refer the request to the relevant officer within their respective organisation in accordance with local policy and procedures and without delay.

12.2
Where a request for information includes that information provided by a partner organisation, each organisation will have regard to the other agencies interests’ when responding to Freedom of Information Act 2000 requests and Subject Access Requests under the Data Protection Act 1998 specifically within the scope of the relevant legislative exemptions. 
13
Review and Termination of Agreement
13.1
Partner organisations accept responsibility for jointly auditing compliance with this information sharing agreement.
13.2
A Partner may suspend these arrangements in order to investigate and resolve any serious breach of this Agreement.

13.3
Partners will make every effort to resolve any dispute affecting the ability to share information under this Agreement within 10 days.

13.4
This Agreement will be reviewed no later than 24 months after the date of signature by each partner. 

Signatories

Print Name and Position:



For and on behalf of Department for Work and Pensions


Signed:



…………………………………………

Print Name and Position:


For and on behalf of Derby City Council

Signed:



…………………………………………
Print Name and Position:



For and on behalf of Derbyshire Constabulary

Signed:



…………………………………………
Print Name and Position:



For and on behalf of Derbyshire County Council

Signed:



…………………………………………
Print Name and Position:



For and on behalf of Derbyshire Fire and Rescue Service
Signed:



………………………………………
Print Name and Position:

For and on behalf of Derbyshire Healthcare NHS Foundation Trust

Signed:                                           ……………………………………………….

Print Name and Position:

For and on behalf of Derbyshire Probation Trust

Signed:                                           ……………………………………………….
Print Name and Position:

For and on behalf of Department for Work and Pensions

Signed:                                           ……………………………………………….
Print Name and Position:

For and on behalf of Gangmasters & Labour Abuse Authority

Signed:                                           ……………………………………………….
Print Name and Position:

For and on behalf of HM Revenue & Customs

Signed:                                           ……………………………………………….
Print Name and Position:

For and on behalf Immigration Enforcement
Signed:                                           ……………………………………………….
Print Name and Position:

For and on behalf National Crime Agency

Signed:                                           ……………………………………………….
Appendix 1 - Confidentiality Statement
All partners have agreed boundaries of confidentiality, this meeting respects these normal boundaries and is held under a shared understanding that…

1. This meeting is convened in circumstances where families are assessed as vulnerable are such that the risk to them or the safety of the public or of other individuals sufficiently outweighs their rights to confidentiality, and can be legally justified.

2.  All documentation will be marked OFFICIAL-SENSITIVE and must be held securely, so as to protect the information from unauthorised or accidental disclosure, loss, destruction or alteration.

 3. 
The disclosure of information outside the meeting, beyond that which is agreed at the meeting, will be viewed as breach of the confidentiality. Each partner will deal with any notified breach of this in accordance with their own policies and procedures.

4. If further disclosure is felt to be essential, permission must be sought from the chair and a decision will be made on the basis of justifiable need to know for reason of vulnerable family and public protection.

5. The discussions and decisions of the meeting take account of Article 8.2 European Convention of Human Rights (ECHR), with particular reference to…

· Public Safety

· The prevention of crime and disorder

· The protection of health and morals 

· The protection of the rights and freedom of others
Appendix 2 – Modern Slavery Personal Data Request
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“OPERATION WILBERFORCE”

“You may choose to look the other way, but you can never say again that you did not know.”
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This request for personal data and other information is made under the powers invested in me as a Constable of the Derbyshire Constabulary by the Police Act 1996 (Section 30(1) which gives Constables all the powers and privileges of a Constable throughout England and Wales and Section 30(5) defines powers as powers under any enactment whenever passed or made). These powers include the investigation and detection of crime, apprehension and prosecution of offenders, protection of life and property and maintenance of law and order. Under the Police Reform Act 2002, the Chief Constable can delegate certain powers to police staff. The request is supported by the signatories to the Derby & Derbyshire Modern Slavery Multi Agency Tactical Response Information Sharing Agreement.
REQUEST DATE 

PERSON MAKING REQUEST 

REASON 

Under the Modern Slavery Information Sharing Agreement:

· For prevention, investigation & detection of crime.

· To protect life or property

INFORMATION CHECK REQUEST

Information Date 

Information
Request 

AGENCY 

RESPONSE TO REQUEST

PARTNERSHIP WORKING 

Is there any activity that you can do to assist us in engaging with the potential victims of MDS & HT. Visits to the address for checks etc… 

RESPONSE

CONTACT DETAILS 

Gareth Smethem




Detective Sergeant  2844

“Op Wilberforce” Modern Day Slavery and Human Trafficking Team

Tel: 0300 122 5985 (Internal 75 02844) 
Mobile 07595 241996 (Internal Mobex 737 1953)
E-mail: gareth.smethem.2844@derbyshire.pnn.police.uk
E-mail: operationwilberforce@derbyshire.pnn.police.uk 

DECLARATION

I confirm that:-


This information will be used in connection with this enquiry and held and used only as long as this is required for policing purposes and any subsequent criminal justice proceedings.


If this personal data is not disclosed it will prejudice the prevention or detection of crime or the apprehension or prosecution of offenders. 
The Data Protection Act 1998 defines personal data as data which is biographical in nature, has the applicant as its focus and/or affects the data subject's privacy in his or her personal, professional or business life. Under the Data Protection Act 1998, disclosure of personal data:-
· For the prevention and detection of crime or the apprehension or prosecution of offenders is permitted under S 29(3).

· Required by or under any enactment, by any rule of law or by order of the Court is permitted under S 35(1) (including the Health and Safety Act).

Human Rights Act 1998 Article 8 – right to privacy. This request is consistent with Article 8(2) prevention of disorder or crime.

The subject of the request should not be given any indication that this request has been made prior to consultation with the requesting officer. If your organisation subsequently receives a request for a copy of this document or this information (eg, under the Data Protection Act or Freedom of Information Act), please contact the Force Data Protection Officer at Derbyshire Constabulary Headquarters, Butterley Hall, Ripley, Derbyshire, DE5 3RS, Telephone Number 101.

A copy of this form should be retained with the original case papers.




Appendix 2a – Tactical Response Process 


   

Appendix 3 - Fair and Lawful Processing

Lawful Authority

Each agency (or body acting on behalf of such agency) sharing information must have a prima facie statutory or common law duty to do so. 

Information without consent may be disclosed under the following 
provisions:-

Section 115 of the Crime and Disorder Act 1998

Disclosure of information.

1. Any person who, apart from this subsection, would not have power to disclose information—  

a) to a relevant authority; or 

b) to a person acting on behalf of such an authority, 

shall have power to do so in any case where the disclosure is necessary or expedient for the purposes of any provision of this Act. 

2. In subsection (1) above “relevant authority” means— 

a) the chief officer of police for a police area in England and Wales; 

b) the chief constable of a police force maintained under the Police (Scotland) Act 1967; 

c) a police authority within the meaning given by section 101(1) of the Police Act 1996; 

d) a local authority, that is to say— 

i. in relation to England, a county council, a district council, a London borough council, a parish council or the Common Council of the City of London; 

ii. in relation to Wales, a county council, a county borough council or a community council; 

iii. in relation to Scotland, a council constituted under section 2 of the Local Government etc. (Scotland) Act 1994; 

e) a local probation board in England and Wales; 

f) a Strategic Health Authority; 

g) a health authority.

Section 29(3), Data Protection Act 1998 

3. Personal data are exempt from the non-disclosure provisions in any case in which—

a) the disclosure is for any of the purposes mentioned in subsection (1), and

b) the application of those provisions in relation to the disclosure would be likely to prejudice any of the matters mentioned in that subsection.

1. Personal data processed for any of the following purposes—

a) the prevention or detection of crime,

b) the apprehension or prosecution of offenders, or

c) the assessment or collection of any tax or duty or of any imposition of a similar nature,

are exempt from the first data protection principle (except to the extent to which it requires compliance with the conditions in Schedules 2 and 3) and section 7 in any case to the extent to which the application of those provisions to the data would be likely to prejudice any of the matters mentioned in this subsection.

Section 35, Data Protection Act 1998

Disclosures required by law or made in connection with legal proceedings etc.

1. Personal data are exempt from the non-disclosure provisions where the disclosure is required by or under any enactment, by any rule of law or by the order of a court.

2. Personal data are exempt from the non-disclosure provisions where the disclosure is necessary—

a) for the purpose of, or in connection with, any legal proceedings (including prospective legal proceedings), or

b) for the purpose of obtaining legal advice,

or is otherwise necessary for the purposes of establishing, exercising or defending legal rights.

The Children’s Act 1989 and 2004

Section 47 of the Children Act 1989 places a duty on local authorities to make enquiries where they have reasonable cause to suspect that a child in their area may be at risk of suffering significant harm. Section 47 states that unless in all the circumstances it would be unreasonable for them to do so, the following authorities must assist a local authority with these enquiries if requested, in particular by providing relevant information:

· Any local authority 

· Any local education authority 

· Any housing authority 

· Any health authority 

· Any person authorised by the Secretary of State. 

A local authority may also request help from those listed above in connection with its functions under Part 3 of the Act. Part 3 of the Act, which comprises of sections 17-30, allows for local authorities to provide various types of support for children and families. In particular, section 17 places a general duty on local authorities to provide services for children in need in their area. Section 27 enables the authority to request the help of one of those listed above where it appears that such an authority could, by taking any specified action, help in the exercise of any of their functions under Part 3 of the Act. Authorities are required to co-operate with a request for help so far as it is compatible with their own statutory duties and does not unduly prejudice the discharge of any of their functions. 

Section 10 of the 2004 Act places a duty on each children’s services authority to make arrangements to promote co-operation between itself and relevant partner agencies to improve the well-being of children in their area in relation to:

· Physical and mental health, and emotional well-being 

· Protection from harm and neglect 

· Education, training and recreation 

· Making a positive contribution to society 

· Social and economic well-being. 

The relevant partners must co-operate with the local authority to make arrangements to improve the well- being of children. The relevant partners are: 

· District councils 

· The police 

· The Probation Service 

· Youth offending teams (YOTs) 

· Strategic health authorities and primary care trusts 

· Connexions 

Section 11 of the Act places a duty on key persons and bodies to make arrangements to ensure their functions are discharged with regard to the need to safeguard and promote the welfare of children. The key people and bodies are: 

· Local authorities (including district councils) 

· The police 

· The Probation Service

· Bodies within the National Health Service (NHS) 

· Connexions 

· YOTs

Section 54A of the Modern Slavery Act 2015

Gangmasters and Labour Abuse Authority: information gateways

1. A specified person may disclose information to the Gangmasters and Labour Abuse Authority (the “Authority”) or a relevant officer if the disclosure is made for the purposes of the exercise of any function of the Authority or the officer under this Act.

2. Information obtained by the Authority or a relevant officer in connection with the exercise of any function of the Authority or the officer under this Act may be used by the Authority or the officer in connection with the exercise of any other such function of the Authority or the officer.

3. The Authority or a relevant officer may disclose to a specified person information obtained in connection with the exercise of any function of the Authority or the officer under this Act if the disclosure is made for the purposes of the exercise of any function of the specified person.

4. A disclosure of information which is authorised by this section does not breach—

a. an obligation of confidence owed by the person making the disclosure, or

b. any other restriction on the disclosure of information (however imposed).

5. But nothing in this section authorises the making of a disclosure which—

a. contravenes the Data Protection Act 1998, or

b. is prohibited by Part 1 of the Regulation of Investigatory Powers Act 2000.

6. This section does not limit the circumstances in which information may be disclosed apart from this section.

7. “Specified person” means a person specified in Schedule 4A (information gateways: specified persons).

8. The Secretary of State may by regulations amend Schedule 4A.

9. In this section, “relevant officer” means an officer of the Authority who is acting for the purposes of Part 1 or 2 of this Act (see sections 11A and 30A)

Appendix 4 – Secure Data Sharing 
This table explains the options available. Please contact your Information Governance team for advice on the right solution for your sharing requirement.

	SYSTEM
	Suitable for Secure Connection With…
	Available to...

	Criminal  Justice Secure Messaging Service (CJSM)
The cjsm system is compatible with email accounts that have the following suffixes:

@nhs.net

@gsi.gov.uk

@gsx.gov.uk 

@pnn.police.uk

 

 
	Any of the participating organisations,  including:

Youth Offending Teams Probation  Service

Criminal Justice Service

Crown Prosecution Service

Police

Health

CQC use it for exchanging data with Councils regarding safeguarding cases.
	Anyone who has a .gov.uk email address can use the service, but needs to be registered.

.

 

	Government Connect (GC)
	Central  Government departments

DWP
	Anyone in the GC 'bubble'

	Nhs.net
	Anyone in the NHS, but NOT outside it.
	Anyone sponsored by a Health manager to have an account.


Appendix 4a – Agency Single Point of Contact – names taken out. If you would like this document with the names please contact: Purjinder.gill@derby.gov.uk
	Department for Work and Pensions
Fraud and Error Service


	[name]
[Email address]
[telephone number]


	Derby City Council
Community Safety & Integration Service


	[name]
[Email address]

[telephone number]



	Derbyshire Constabulary

	[name]

[Email address]

[telephone number]


	Derbyshire County Council
Community Safety


	[name]

[Email address]

[telephone number]


	Derbyshire Fire and Rescue Service

	[name]

[Email address]

[telephone number]


	Derbyshire Healthcare NHS  Foundation Trust

	TBC

	Derbyshire Probation Trust

	TBC

	Government Agency Intelligence Network

	[name]

[Email address]

[telephone number]

	Gangmasters & Labour Abuse Authority

	[name]

[Email address]

[telephone number]


	HM Revenue & Customs

	[name]

[Email address]

[telephone number]


	Home Office
Immigration Enforcement


	[name]

[Email address]

[telephone number]



Disseminated amongst Partners: 


Department for Work and Pensions


Derby City/County Councils – CSP’s


Derbyshire Constabulary


Derbyshire Fire and Rescue Service


Derbyshire Healthcare NHS  Foundation Trust


Derbyshire Probation Trust


Gangmasters & Labour  Abuse Authority


HM Revenue & Customs


National Crime Agency


UK Visa & Immigrations





Enforcement Pre-Meet, with those agencies involved  





LA





Public 





GAIN 





Statutory


Partners





Police officers  / Staff 





NGO’s /


Charities





SIO / OIC to be identified 





Investigation Assessment 





Tactical Meeting with those agencies that can assist with that case. 





SIO / OIC to obtain MDSHT TAC Advice from Op. Wilberforce





Pursue  





Protect





Prepare  





Prevent 





Case Review / Debrief with Partners  – What we learnt?  





Information (Into Op. Wilberforce Team)  





NCA  





Assessment of intel 


(Investigation or further engagement / development)





Investigation required  





Intel Development / engagement 





Investigation 
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